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U.S. Technical Advisory Group (TAG) 

ISO 31000—Risk Management

American Society of Safety Engineers

TAG Administrator/Secretariat

1800 E. Oakton Street

Des Plaines, IL 60018

Phone: (847) 699-2929

Fax: (847) 296-9221


October 10, 2009
Minutes – Risk Management (ISO 31000 TAG) Meeting

September 17, 2009
Via Conference Call Connection

Organizations



Representative

1.   AH&T Insurance


Mike DeRosier, Primary

2.   AIHA



Paul Esposito, Primary

3.   ASSE



Leslie Batterson, Alternate

4.   Arthur Gallagher


Dorothy Gjerdrum, Primary

5.   Bayer Materials


Terry Ketchum, Primary

6.   Brazosport College

Did not attend

7.   Eide Bailly, LLP


Mary Peter, Primary

8.   ESIS Inc.



Robert Clifton, Primary

9.   Marsh USA


Did not attend – Votes submitted prior

10.  McCulley Eastham

L. Todd Eastham, Alternate

11.  PMMI



Fred Hayes, Primary

12.  Pilz Automation


Gilbert Dominguez, Primary

13.  Project Management Inst.
Charles Bosler, Primary

14.  PRIMA



Kathy Peeling, Primary

15.  RIMS



Wayne Salen, Primary

16.  Safety Mgt. Consultants

Terry Grisim, Primary

17.  U.S. TAG (TC176)

John Walz, Primary

18.  Washington Group

William Piispanen, Primary

19.  Woods Hole


Did not attend

20.  Wyeth



Steven Meszaros

Secretariat Staff

ASSE




Tim Fisher






Jolinda Cappello





Jennie Dalesandro



(Meeting Minutes Note:  Committee members were recorded per their organizations designated position.  However, under the accredited procedures: An alternate's vote is counted only if the principal representative fails to vote.  This means that if a representative signed in on the roster as the alternate, but the primary did not appear, by procedure of the committee their vote is counted and reflected in the voting totals.  They might be listed as the alternate on the roster and signed in as such, but since the primary did not attend or vote, their vote is reflected in any formal ballot totals)  

The secretariat noted that a quorum was present for the meeting.  It was noted that RRS Engineering and Bearing Point notified the secretariat they have resigned from the TAG.  

Call to Order and Introduction of Attendees
Chairman Gjerdrum briefed the committee about our need to finalize our vote and comments for the submission of the Guide #73 ballot and for ISO 31010 (Risk Assessment).

Secretariat Comments

Secretariat staff also gave a briefing and the following information was included:

· TMB/WRG/Risk Management Ballot Schedule and Procedures

· The secured TAG website is only for committee members and is not to be distributed.  The TAG website information is:

http://www.ustag.org/riskmanagement
Password for secured area = tagrm

Recorded Vote- Guide #73 and #31010
Secretariat staff explained the Guide is currently at Stage #4.20 of the standards development process.  Staff read the explanatory text below to give some clarification of the issue:  

Stage 4: Enquiry stage:  The draft International Standard (DIS) is circulated to all ISO member bodies by the ISO Central Secretariat for voting and comment within a period of five months. It is approved for submission as a final draft International Standard (FDIS) if a two-thirds majority of the P-members of the TC/SC are in favour and not more than one-quarter of the total number of votes cast are negative. If the approval criteria are not met, the text is returned to the originating TC/SC for further study and a revised document will again be circulated for voting and comment as a draft International Standard.

Following significant discussion, the consensus was reached that the United States will vote “yes” for ISO Guide #73 with the agreed upon attached comments.  All organizations with the exception of AIHA and the TC 176 TAG voted “yes”.  AIHA and TC 176 voted “no”.  It should be noted that Marsh submitted its vote(s) prior to the meeting being held.
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In regards to ISO 31010 “Risk Assessment” the committee also had an extensive discussion.  
The standard is currently at Stage #5 of the standards development process.  Secretariat staff reviewed the explanatory text from the ISO Website below give some clarification.  It was pointed out that at this point in the process the vote is a straight up or down and comments are not considered at this stage.  

Stage 5: Approval stage:  The final draft International Standard (FDIS) is circulated to all ISO member bodies by the ISO Central Secretariat for a final Yes/No vote within a period of two months. If technical comments are received during this period, they are no longer considered at this stage, but registered for consideration during a future revision of the International Standard. The text is approved as an International Standard if a two-thirds majority of the P-members of the TC/SC is in favour and not more than one-quarter of the total number of votes cast are negative. If these approval criteria are not met, the standard is referred back to the originating TC/SC for reconsideration in light of the technical reasons submitted in support of the negative votes received.

Following significant discussion, the consensus was reached that the United States will vote “yes” for ISO #31010 and will hold the comments for a future revision.  There was some debate addressing submissions of comments since several organizations took the position that regardless of the procedural step, we should still submit comments.  However, after additional discussion it was agreed that submitting comments for an FDIS level standard would not make sense unless the issues were of a substantive nature.  All organizations with the exception of AIHA and the TC 176 TAG voted “yes”.  AIHA and TC 176 voted “no”.  It should be noted that Marsh submitted its vote(s) prior to the meeting being held.   

Final Issue
Secretariat staff pointed out that the TAG has also been asked to review and comment on ISO/TMB/RM WG 78, CD 22301 - societal security – Preparedness and continuity management systems – Requirements.  Any comments should be submitted to the secretariat by 10/1/2009.  Comments would then be submitted by the secretariat to ANSI.

Next Meeting

The next meeting will probably take place via conference call in early 2010 depending on the voting results for Guide #73.  

Conclusion
With no other business to accomplish the meeting concluded at approximately 12:00 p.m.

Respectfully Submitted,
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Timothy R. Fisher, CSP, CHMM, ARM, CPEA

Secretary, United States TAG to ISO 31000 for Risk Management

American Society of Safety Engineers, Secretariat
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		Date: 18 September, 2009

		Document: ISO Guide 73





		1

		2

		(3)

		4

		5

		(6)

		(7)



		MB1


		Clause No./
Subclause No./
Annex
(e.g. 3.1)

		Line No.

		Type of com-ment2

		Comment (justification for change) by the MB

		Proposed change by the MB

		Secretariat observations
on each comment submitted







		2

		1.1 Risk NOTE 2:

		Line 2

		Te

		Business and organizational “operations” are typically where risks are, therefore should be included.

		Add “operational”

		



		2

		2.1.3 Risk Management Plan

		Entire Section

		Te

		The definition for a plan here is redundant to the Framework and not needed.

		Delete


 Or simplify the Plan to “documenting the Framework”

		



		2

		3.1 Risk Management Process

		Line 4

		Te

		Risk Management is more than just identifying what you see, it is also about anticipating what can be expected.

		Add “anticipate” prior to Identify.

		



		2

		3.2.1; Note 2

		3 and 4

		Ed

		In the phrase “Others on an issue prior to making a decision or determining a direction on a particular issue.”  “On” is not appropriate for use in the sentence.   

		Change “on” to “concerning”.

		



		2

		3.2.1.1

		1 – 3 

		Te

		The definition of stakeholder is all inclusive covering the range from stockholders to managers responsible for risk management decisions to opponents to company policies outside of the organization.  However, there are differences of these groups with respect to their status, the types of decisions they make, and their responsibility for managing and implementing actions.   

		Identify sub-groups under stakeholders.  Suggestions are:


· NOTE 1 A decision maker can be a stakeholder.

· NOTE 2 Internal Stakeholders, include risk owners (3.5.1.4), and are responsible for the daily or routine identification and management of risk.

· NOTE 3 External Stakeholders are people not involved in the daily or routine identification and management of risk but who have an interest in the company operations or impacts.  A specialty subset of this group is individuals who are required by policy or regulation to receive information




		



		2

		3.4.1 Risk Assessment

		1

		Te

		Risk Management is more than just identifying what you see, it is also about anticipating what can be expected.

		Add “risk anticipation….” In front of identify.

		



		2

		3.8.2.6 Risk Management Audit

		Entire

		Te

		Since the word audit is already defined in 19011, there is no need define it here – particularly with a definition that differs from the definition set out in ISO 19011.

		We recommend that this definition be reviewed by the Guide #73 Taskgroup to see if there is significant need to have the two different definitions.  Or, if there is such a need that the necessary changes be made to ensure that they are not in conflict.

		



		13

		3.5.1.3

		New Note 1

		Te

		A risk owner may be different from the owner of the action to mitigate the risk

		Note 1: the risk action owner is the person or organization that can execute the risk mitigation action. This may differ from the risk owner.

		



		13

		3.6.1

		

		Te

		Insufficient attention to the distinction between “a risk” and “level of risk.”  “Risk” is the risk event whereas “level of risk” is the degree to which the system or project objectives are jeopardized, which is the consequence of perhaps multiple risks.

		process to comprehend the nature of risk (1.1) and to determine overall system risk (3.6.1.8)

		



		13

		3.7.1.2

		

		Te

		Since “risk (1.1) should be redefined as an individual risk and not just consequence (which is vague in the draft whether it refers to a single risk or to system risk), risk appetite should relate to overall system risk, not an individual risk.  Organizations need to be concerned with the overall system, project or product risk, not an individual risk. So, se the recommended new (3.6.1.9) for overall system risk instead.

		3.7.1.2


risk appetite


amount and type of Overall system risk (3.6.1.9)  that an organization is


prepared to pursue, retain or take


We understand that it is probably too late in the process to include this term/concept at this time.  However, we suggest this comment be kept for future consideration after this version is approved and a revision is launched in the next standards writing stage.

		





1
MB = Member body (enter the ISO 3166 two-letter country code, e.g. CN for China)
** = ISO/CS editing unit


2
Type of comment:
ge = general
te = technical 
ed = editorial 


NB
Columns 1, 2, 4, 5 are compulsory.


page 1 of 3

FORM 13B (ISO) version 2001-09

1
MB = Member body (enter the ISO 3166 two-letter country code, e.g. CN for China; comments from the ISO/CS editing unit are identified by **)


2
Type of comment:
ge = general
te = technical 
ed = editorial 


NOTE
Columns 1, 2, 4, 5 are compulsory.


page 1 of 2

ISO electronic balloting commenting template/version 2001-10





